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Bonpochbl K rocyaapcTBeHHOMY aKk3ameHy (obHosneHo 2026 T.)

Marucrtepckasa nporpamma «KnbepbesonacHOCTbY

1. Xemr-¢pynkiuu. PopmanbHOe ompenaeneHue xem-QpyHkuuu. llonstue Xenr-QyHKIuu
CTOMKOM K IIOMCKY KOJUIM3UU. [[pyrue noaxosl K OpeneneHnuo CTOMKOCTH. JloKka3aTenbCTBO, YTO
CTOMKOCTb K TOUCKY KOJUTM3HA SIBIIsIETCSI O0J1ee CHIIbHOM, ueM apyrue nmoaxosl. [IpeodpasoBanue
Mepxkns-Jlamrapaa 1 €ro CTOMKOCTb.

2. AyrentudunupoBanHoe mupposanue. HemognensiBaemoe mudpoBanue. Konctpykuus
Enc-than-Mac. Teopema 0 CTOMKOCTH 3TOM KOHCTPYKIIMH.

3. CPA-cTOMKOCTh KpUIITOCUCTEMBI C OTKPBITHIM KiIto4oM. Orpannuenue CPA-croiikocTH.
CPA-croiikocTb KPUIITOCUCTEMBI Onb-I"amans B IIPEIOIOKECHUAX CJII03KHOCTH
pacnio3HaBaTenbHOM 3a1aun Juddu—Xemmana.

4. CxeMslI 311ekTpoHHOM 1 poBoit moanucu. GopmansHoe onpeneneHue. Cxema MOANUCH
JUTSL COOOIIEHNH (PUKCUPOBAHHOM JUIMHBI. DKCIICPUMEHT IMOJICIKU MOoAmHUcH. [loHATHE CXeMBbl
MOJIITMCH CTOWKOM K AK3UCTCHIMAIBHOU moanenke. [Toaxom k moctpoeHuto cxem moamnucu Hash-
and-Sign. O60oCcHOBaHHE €r0 CTOWKOCTH.

5. [udposas nognucs RSA. @opmanbHoe onpexaenenue. [Ipodmema RSA. IIpodiema RSA:
(dopManu3zanus BEIYUCIUTEIbHON TpyAHOCTH. CTOMKOCTBH cXeMbl noanucu RSA.

6. [Ipunuunsl Oe3onacHOCTH onepauuoHHOM cucrembl: 3anbTiep u Llpenep, 'OCT P
NCO/MBK 15408-1-2008. Monenu 06€30MacHOCTH OMNEPAMOHHON CHUCTEMBI: MOJENb bea-
Jlanagynel, moxens buba. IlomuTuka 0€30macHOCTH: TUCKPELMOHHAs, MaHAAaTHas, poJieBas,
M30JIMPOBAaHHON IPOrpaMMHOM cpe/ibl, 0€30MaCHOCTH MH(POPMAIIMOHHBIX TOTOKOB.

7. besonacHocTh onepannonHoi cucteMsl Linux. Mojesns nonb3oBarens. Moaenu gocryna:
JUCKPEIOHHAs, CIHHMCKM KOHTpOJII JOCTyNa, pacliupeHHble aTpuOyThl O€30M1acCHOCTH.
ManpgatHoe ynpasienue noctynom Astra Linux, SELinux, Apparmor. [Ipumepsl aTak Ha CUCTEMBI
Linux.

8. besonacHocth omnepanuonHoil cuctembl Windows. Mojenb ynpaBiaeHUS JOCTYIIOM:
MapKepbl JOCTYIa, JECKPUITOPHI OE30MacHOCTH, CHUCKH YIpaBIIEHUS JOCTynoM. Mozens
MI0JIb30BATENs: pojieBasi MOJeIb, 00BEKThI, MpuBUiIeruu. Active Directory: ciyx0a xaTanoros,
3alIMTa Ha YPOBHE CITYKOBI KaTaJIOTOB, IOMEHHBIE 0OBEKTHI TPYITIOBas MOMUTHKA. [IprMeps aTak
Ha cucteMbl Windows.

0. HNurepner Bemen. Apxutekrypa loT. MexayHapoiHbie U 0OTeueCTBEHHbIE CTaHaapThI [0T.
OcnoBuble noHATHSA: M2M, 110T, CPS. IIpucoeannennsie cucteMbl. [IpOTOKOIBI TPUKIIATHOTO
ypoBHs B cuctemax Matepuera semeit MQTT, AMQP u CoAP

10.  KubGepOe3zomacnocts MuTepHera Bemied. Yrpo3el u araku st cuctem loT, NIST
Cybersecurity framework, Zero Trust monens, moaens 6e3omacHoct ETSI EN 303 645, 10Xt
anbsiac. Kubepduzndeckue cucteMsl.



11.  Apxwurekrypa Blockchain. Cxema xpanenus, P2P oomen nanabiMu. JlenieHTpann30BaHHbBIN
peectp. Mexanu3msl koHceHcyca. CoriacoBaHre JaHHBIX U XEHIPYHKIMH. U aTaKh Ha OJIOKYEHH.
Pucku 6e3omacHOCTH B OJ0KYEiH. AyTeHTHUUKAIMA U aBTOpU3alusl B 0J0K4eiH. be3omacHocTh
aJITOPUTMOB KOHCEHCyca OJoKYeitHA. ATaku Ha OJOKYEHH. ATakk HAa CMapT-KOHTPAKThl. AYIHT,
OWASP

12.  IlpuHnumsl pabotbl mpotokona Wi-Fi. Ataku Ha npotokonm W-Fi U MexaHU3MBI
6e3omacuoctu Wi-Fi.

13. Haznauenne u npuniumnel padotsel npotokosioB ARP, DHCP, NDP, DHCPv6. Ataku Ha
9TH NPOTOKOJIBI U METOABI 3aIIUTHI OT ITUX aTaK.

14.  OcHOBHbIE THUIIBI MEXCETEBBIX HKPAHOB: MaKeTHbIC (UIBTPHI, MEXKCETEBbIE 3KPAaHbI
MIPUKIIATHOTO YPOBHS, MEXCETeBbIe IKpaHbl cieayromero nokoynenus (NGFW), npokcu-numo3sl
MPUKIAHOTO YPOBHS, YHU(DULIpoBaHHOE yripaBieHue yrpozamu (UTM), TpaHcnanus ceTeBbIxX
aapeco (NAT). Tonojoruu cetu MpH UCIIOJIb30BAHUN MEKCETEBBIX SKPAHOB.

15. WNndpactpykrypa otkpeitoro kmoua (PKI). VYVsa3BumMocTH  OTKPBITBIX — KITHOYEH.
Ceptudukarsl X.509 v3. OcnoBubie komnonenTsl PKI. Penosuropuii ceprudukaroB. CriocoOst
OTMEHBI CepTU(HUKATOB.

16. OcHOBHbBIE YSI3BUMOCTH B BeO-IPUIIOKEHUAX. Y s13BUMOCTh SQL-BHeApeHuit u cnocoOb! ee
MpeOTBpalleHHs. Y I3BUMOCTh MEKCAHTOBOIO BbIMONHEHUs ciieHapueB (Cross-site Scripting —
XSS) u crnocoOsl ee mpeaoTBpaIIeHUs. Y A3BUMOCTh MEKCAUTOBOM moaenku 3anpocoB (Cross
Site Request Forgery — CSRF) u ciocoOsbI ee mpenoTBpalieHusl.

17. CermeHTanusi  KOMIIBIOTEPHBIX  CETE€M: Ha3HAUYEHHWE U OCHOBHBIE  MOJXOJIBI.
KopnoparuBnble cetu: TpeboBaHHS M OCHOBHbIe MexaHu3Mbl OeszomacHoctu. Cetu LO/:
ApXUTEKTypHbIE pelieHus, TpeOoBaHUS © MeXaHu3Mbl Oe3omacHocTdu. [IporpammHo-
onpenensiemble cetu B LIO/1.

18.  3ammra nepenaBaemMoil MHpOpManuu Ha TpaHcnopTHoM ypoBHe. [Iporokon TLS:
BHYTPEHHS apXUTEKTypa, OCHOBHbIE€ MPUHLUIBI pPabOThl, CIEHApPUU YCTaHOBJIECHHUS
3alUIIEHHOTO coeMHEeHus. Mcnonp30BaHne KpUNTOrpaguuecKux aaropuTMOB U CEPTUHHUKATOB
oTkpeIThIX Kirouedt B TLS. Pexxum mmdpoBanuss AEAD u ero Bapuanthl. Mcnonb3zoBaHue
snemeHToB nporokona TLS B mporokonax 802.1X u MACSec, NTP/NTS, QUIC.

19.  ATtaku ¥ MexaHU3MBbI O€30IIaCHOCTH KaHalbHOro ypoBHs. Ataku MAC-spoofing, MAC-
flooding. Mexanu3mer Port Security, ACL, 802.1X, MACSec, Storm Control. Ha3nauenue
npotokona STP. Artaku Ha STP u 3ammra STP. Haznauenne VLAN. Tunet VLAN. ATtaku Ha
VLAN u crioco6s! NpOTUBOIEHCTBHSI UM.

20.  Artaxu DoS u DDoS. ITonstus u npumepsl. [logxoas! k 3amute ot arak DDoS. BapuanTs!
pa3BepTbIBaHUs 3a1UTHI OT aTak DDoS.

21.  Cucrema 3J€KTPOHHOM MOUTH U ee O6e30macHOCTh. HazHaueHne OCHOBHBIX MPOTOKOJIOB
anekTpoHHON nouTsl (SMTP, POP3, IMAP4). 3ammra Tpaduka mo4roBbIX NPOTOKOJIOB. 3alUTa
coolteHuit snexkTpoHHoi mouThl end-to-end, cuctemsr S/MIME u PGP (OpenPGP). 3amura ot
BPEIOHOCHBIX U HEXeJaTeJIbHbIX MOYTOBBIX COOOIIEHHUI: 0030p MOIX0A0B; MeXaHU3MBbI greylist,
DNSBL, SPF, DKIM, DMARC.



22. [TonsTre aTaku Ha MoJes MamMHHOTO o0yueHus. Knaccudukamus atak. Atiaac MITRE.
CrniocoOblI 3alMThI OT aTak Ha MOJIEH MAalTMHHOTO O0y4eHH .

23. ATaku OTpaBJICHHS JaHHBIX M aTakk OTpaBiieHUs Mmojened. CrocoObl 3aluThl OT
OTpaBJICHMSI JAHHBIX U aTaKk OTPaBJICHUS MOJIEIeH Ha MOJIEIIH.

24. Knaccudukanms yszsumocteit tuna Cross-site Scripting. [IpenoTBpaiienue ysa3BUMOCTER
tuma Cross-site Scripting.

25. VYsa3BuMocTh MexcaiiToBoi nozenku 3anpocoB (Cross Site Request Forgery — CSRF) u
CIocoObI ee NMpeA0TBPAIllCHHUS.

26. SQL Injection: IlocrmenoBaTenbHOCTh JCHUCTBUH TPH  BBIIIOJHEHHH, CIIOCOOBI
MPEAOTBPAIEHUS U CITOCOOBI 00X0/1a TpoBepok Hamuuust SQL Injection.

27. Texnonmorun  XpaHeHus Oonpimux  AaHHBIX. CeTeBbie  (DANMJIOBBIE  CHCTEMBI.
Pacnipenenennsie Qaitnossie cuctembl. Pacnpenenennas ¢aiinosas cuctema HDFS.

28. Pacrmipenesniennble 0a3bl JaHHBIX. PacnpeseneHHbIe pesIIMOHHBIC 0a3bl JaHHBIX. basbl
JIAHHBIX KJIFOY-3Ha4YeHue, rpad)oBbie, TOKYMEHTOOPHUCHTHPOBAHHbBIE, OCHOBAHHBIC Ha CEMEHCTBAX
CTOJIOLOB.

29.  BpluucnauTeneHble MoOJETM Uil OONbIIMX JaHHBIX. [lapagurma pacnpeneneHHBIX
Bbrunciennit MapReduce. Texnomnorus Spark.

30. HudopmannonHas 0€30MacHOCTh OOJNBIIMX JaHHBIX. MOJeNb HapyIIUTENs, MOJCIhb
puckoB u yrpo3. IIporokon cereBoit ayreHtudukanuun Kerberos. HWupopmarmoHHas
6e3onacHocTh B Hadoop.

31. UccnenoBatenbckuii ananu3 qaHHBIX. OuncTKa JaHHBIX. MIHTErpanys JaHHBIX U3 pa3HbBIX
UCTOYHUKOB. TpaHcdopmals NaHHBIX.

32.  Drtansl mporecca obydenus mozeneil. IlepeoOyuenune u HemooOyueHue. OOyueHue c
YUUTENIEM U 0€3 YUHUTENs: OCHOBHBIC OCOOCHHOCTH, IPUMEDPHI.

33. Knaccudukanus: onpeneneHue u npuMeHeHusi. BeIOOp nMpu3HakoB AMs Ki1acCU(UKAIIIH.
Jloructuueckas perpeccust. /lepeBbs peleHun.

34.  Knacrepusauusi: onpeseneHue U MpUMeHeHHs. BrIOOp Npu3HAKOB JUIs KilacTepU3alliu.
Anroputm kinactepuzanuu k-Means. AJropuTM HepapXudecKoi KilacTepu3aIim.

35. HckyccTBeHHBIE HEWpPOHHBIE CETH. MHOIOCIOWHBIM NEpUENnTpOH. PekyppeHTHBIE
HelipoHHBIE ceTH. TpaHchopmepsl.

36. Mogenu >XKHU3HEHHOTO IMKJIa MPOrpaMMHOTO oOecrneyeHus, HX Kiaccupukauus u
0COOEHHOCTH TpPUMEHEHUs. Moieb JKU3HEHHOTO IIUKJIa HA OCHOBE MHKPEMEHTAJIbHOW COOpPKHU
(Incrementalbuild). IlporoTunupoBanue B paszpaborke mnporpammuoro obtecneuenus (I10).
CrnimpanbHble MozienH )xu3HenHoro nukia [10, cnupansaas monens bappu bosma, ee noctonHcTBa
U HeJJoCcTaTKU. MoJienb Ciupaii BO3pacTaoINX 00s3aTeNbCTB.

37.  TI'mbkue texHonoruu (Agile) paspadorku I10. Agile-manudect pazpadorku I10. Agile-
NPAaKTUKU U MPUHLHUIBL. YYacTHUKU Agile MpoekToB M uX (yHKIUH, TPYNIIOBas OBEICHUYECKas
JTMHAMUKA. OBOJIOIMOHHBIN MocnenoBarenbHblil mporece Ckpam (Scrum). ApXUTEKTypHBIE



ruokue metonbl (Architected Agile Methods). [IpuHnumer OGepeXIMBOrO MPOU3BOACTBA U
paspabotku I10.

38.  CranpaptHble nporiecchl ku3HeHHoro mukiaa cucreM (cranmapt ISO/IEC/IEEE 15288),
IeNlb CTaHJIapTa, OCHOBHBIC KOHIICHIIMH, MPOIECCHBIA IMOMXO, TAJIOHHAs MOJIENb IPOIecca,
KJaccu(UKaIus IpoIeccoB )KU3HEHHOTO KA ¥ UX HazHaueHHe. COCTaB MPOIECCOB BHICOKOTO
ypOBHsI ¥ BX Ha3zHaueHHe. [Iporiecchl cornamenust 1 ux QYHKINU, PeaTU3alns B3aUMOICHCTBHIA
OpraHu3aIfii ¢ MOMOIIIBIO MPOIIECCOB coramnieHus. [Iporeccel opraHn3anoOHHOTO 00eCIICYeHUs
npoekTa M ux ¢yHknuu. [Iporecchl TEXHHUECKOTO YIpaBlIeHHUS M WX (YHKIUU. TexHUYecKue
IPOIIECCHI U MX (PYHKIINH.

39.  OcHOBHbIE TOHATUSA M TPOLECC MEHEIKMEHTa prcka MH(OPMALMOHHONW 0€30IMacHOCTH.
(ISO/IEC 27005). Kpurepuu OIEHKH PHUCKOB, KPUTEPHUH TPHUHITHS PHUCKOB. MeToabl
Ka4eCTBEHHOM OILICHKH BEPOSITHOCTH W BO3AeHCcTBHUS puckoB: SWOT-ananus, skcnepTHbIE
OTPOCHI, MO3TOBbIE IITYpMbl. MeToabl KoinuecTBeHHOU oneHku puckoB: ALE (Annual Loss
Expectancy), SLE (Single Loss Expectancy), ROI (Return on Investment).

40. MeTtoauku IMPOBCACHUA ayduTa KI/I6ep6630HaCHOCTI/I U HUHCTPYMCHTBI BBISIBJICHUA U
aHaJIi3a YHSBHMOCTCﬁ B paMKax ayauTa.



